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Concept

All iStrategy users must have a valid PeopleSoft User ID. In order to setup department level security in iStrategy, a custom page was developed in PS Financials to store the User IDs and associated departments for each user. This page allows the Local Security Administrator to add each department that a User is allowed to view in iStrategy, to their associated User ID. 



	Assumptions
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Additional Information




Procedure

For this topic, we are going to use the ISTR_EMPDEP_BOR custom page to associate Departments 0402000 and 0504000 with User ID ABIBBY. By doing so, User "ABIBBY" will be able to see both of those departments in iStrategy. Let's see how this is done. 

	Step
	Action

	1. [bookmark: ID0x000001FD] 
	Click the PeopleTools link.


	2. [bookmark: ID0x000001FE] 
	Click the Security link.


	3. [bookmark: ID0x000001FF] 
	Click the User Profiles link.


	4. [bookmark: ID0x00000200] 
	Click the iStrategy Department Security link.


	5. [bookmark: ID0x00000201] 
	Click the Search button.


	6. [bookmark: ID0x00000202] 
	Click an entry in the User ID column.

This search result pulls back all valid User IDs for the business unit.


	7. [bookmark: ID0x00000203] 
	Click the Department button.


	8. [bookmark: ID0x00000204] 
	Click an entry in the Department column.

This search result pulls back all departments for the business unit.


	9. [bookmark: ID0x00000205] 
	Click the Add a new row at row 1 (Alt+7) button.

Each user can have multiple departments they are allowed to view.


	10. [bookmark: ID0x00000206] 
	Click the Department button.


	11. [bookmark: ID0x00000207] 
	Click an entry in the Department column.


	12. [bookmark: ID0x00000208] 
	Click the Save button.


	13. [bookmark: ID0x00000209] 
	Click the Active list.

Once a user is terminated or no longer allowed to have access to iStrategy, remember to inactivate them here.


	14. [bookmark: ID0x0000020A] 
	This concludes this topic of Maintaining iStrategy Department Level Security. Local Security Administrators can use this page to associate User IDs with specific departments, so that those users can see the departments in iStrategy. 
End of Procedure.
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